
An External Risk Assessment by HIPAA Solutions, LC tests 
corporate security and assists in identifying vulnerabilities in 
the network of  a healthcare provider.   
 
A Summary of  Audit Tasks Include:  
 
Customized Penetration Testing - Identifies vulnerabilities in 
the following devices: 
 
 Firewalls, and VPN Concentrators,  
 Video Surveillance Systems, and Facility Access 

Controls,  
 3rd Party Access to Systems, and Email Servers,   
 W eb Portals, and Other Applications that  

     Allow Remote Access,   
 
Phishing / Social Engineering – Audit Tasks Include:  
 
 Man in the Middle Email Attacks,  
 Phone Call Solicitation for Company Information,  
 Email Server Analysis ( relating to dangerous emails) , 
 Corporate Server Mirroring Techniques  

 
Remediation Recommendations 
 
 A Risk Analysis Audit Certification is provided after Reme-

diation Recommendations have been have been completed 
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HIPAA Security Risk Assessments  

for Healthcare Providers 
 

External Security Risk Assessment  

Contact HIPAA Solutions, LC 
  

 Email -  info@hipaasolutions.org  

 Toll Free Phone   (877) 779-3004  

 www.hipaasolutions.org 

If you need help with HIPAA compliance,  
contact HIPAA Solutions, LC today to learn 
about the cost. 


